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Abstract. The computer network service provider must provide a good network service. Service quality is 
the most important factor and must always be maintained properly. The quality of service can change 
depending on the number and characteristics of service users. This study optimizes the performance of 
existing computer networks, namely ordinary LAN networks with the application of VLANs. It is very 
important because the number of network users is increasing and will continue to increase, while the need 
for good service quality is very urgent. The results showed that VLANs can improve computer network 
performance from the system existing, namely LAN network.  
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1 Introduction 

A local Area Network (LAN) is a group of computers 
connected together in a small geographic area to 
communicate with each other via wired or wireless links 
and share resources such as printers and network 
storage. Virtual Local Area Network (VLAN) is a 
virtual activated LAN network. Theoretically, some 
deficiencies in LAN networks can be overcome by 
VLANs [1]. In a VLAN implementation, workstations, 
servers and other peripheral devices used by certain 
work groups which are geographically dispersed are 
grouped and can communicate with each other as if they 
were physically in the same location in the network. 
VLAN networks are designed to break up large 
broadcast domains into smaller ones. One VLAN switch 
network device can have many broadcast domains [2].  

Research on the application of VLANs has been 
carried out a lot. Some of them are the comparison of 
LAN and VLAN performance using Cisco and Brocade 
[3]. Another study evaluated the application of VLANs 
and its effect on the performance of computer networks 
with different generator traffic [4]. Even the 
development of VLAN implementation is carried out to 
an effective routing system [5].  

Internet network quality monitoring is carried out by 
network administrators. Some of the metrics commonly 
used in measuring network quality are throughput, 
delay, jitter, and packet loss. The quality of internet 
access is greatly influenced by the amount of bandwidth 
and the number of users. Optimization is required for 
management of limited network resources [6].  

Quality of Service (QOS) measurement is the most 
important in communication network installations. A 
communication network system is categorized as good 
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or bad quality depending on its QoS. Thus, almost all 
research in the field of telecommunications networks 
ends at QoS measurements. For example, QoS is used to 
measure the quality of routing protocol development [7], 
mobile cloud computing development [8], even in the 
application of a method to optimize the performance of 
a telecommunications network system [9].  

In this study, the application of VLANs will be 
observed and analyzed whether it can optimize 
computer network performance or not, compared to 
ordinary LAN networks.  

This section discusses the introduction and literature 
review of the research. The second part discusses the 
general theory of VLANs and Quality of Service. The 
third section discusses the research methodology. The 
fourth section discusses the research results and 
discussion. And the last section is the fifth section, 
namely conclusions and suggestions.  

2 Literature Review 

VLAN is applied with a unique identity called VLAN 
ID. VLAN ID can be found based on the address of the 
Media Access Control (MAC) Address. Some of the 
advantages of VLANs are [10]:  
 VLANs are able to reduce the amount of 

unnecessary data sent to the destination, thereby 
reducing the network load.  

 VLANs can make it easier for network 
administrators to work. Every time a computer 
moves, it must be reconfigured to be able to 
communicate with the network in the new area. 
This made the computer inoperable immediately 
after being moved. A network with the VLAN 
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Principle can minimize or even remove this step 
because basically it remains on the same network.  

 Moving locations on a normal LAN network will 
incur additional installation costs. VLANs can 
minimize these additional costs and even delete 
them.  

 In terms of network security, VLANs can limit users 
who can access data, thereby reducing the 
possibility of misuse of access. 

QoS is a technique for managing bandwidth, 
throughput, delay, jitter, and packet loss in order to 
measure the performance of telecommunications 
networks [11]. QoS is designed to help end users or 
clients to be more productive by ensuring that users get 
reliable performance from network-based applications. 
QoS refers to a network's ability to provide better 
service to specific network traffic through different 
technologies. Another goal of QoS is to meet different 
service requirements, using the same infrastructure. QoS 
offers the ability to define the attributes of the services 
provided, both qualitatively and quantitatively [12].  

The several metrics in network QoS measurement 
are:  

Delay. Delay is the time required for transmission 
from source to destination.  

Throughput. Throughput is the total number of 
successfully received packets observed at the 
destination during a certain time interval.  

Jitter. Jitter is a variation of the delay. Jitter is 
influenced by variations in traffic load and the amount 
of congestion between packets in the network. The 
effect of jitter on network performance must be seen in 
conjunction with delay. When the jitter is great but the 
delay is small, so the network performance cannot be 
said to be bad because the large amount of jitter can be 
compensated for by a small delay value.  

Packet Loss. Packet loss is the number of packets 
that fail to reach their destination. When the packet lost 
is large, it means that the network load is high.  

3 Methodology 

The steps in this research are described in the following 
flow chart.  

 

 

Fig. 1. The flow chart of research steps. 

The tested topology is as shown in Fig. 2 below.  
 

 

Fig. 2. Flow chart of research steps. 

4 Results and Discussion 

The value of throughput, delay, jitter and packet loss 
from the test results with variations in the size of the 
uploaded packets and it’s comparison between LAN and 
VLAN networks are shown in Fig. 3, Fig. 4, Fig. 5 and 
Fig. 6.  

 

Fig. 3. Comparison of throughput on LAN and VLAN 
networks with variations in the size of uploaded 
packets 

From Fig. 3, it can be seen that the throughput on the 
VLAN network is better than on the LAN. Throughput 
on the LAN network decreases when the traffic load is 
full, which is manifested by the enlarged uploaded 
packet size. Meanwhile, in VLAN networks, throughput 
tends to be stable.  

 

 
Fig. 4. Comparison of delay on LAN and VLAN 
networks with variations in the size of uploaded 
packets 
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Like throughput analysis, delay on VLAN network 

is better than LAN. As the traffic load increases, the 
delay on the LAN network gets worse or the delay value 
gets higher. While in VLAN network, delay tends to be 
stable.  

 

 
Fig. 5. Comparison of jitter on LAN and VLAN 
networks with variations in the size of uploaded 
packets 

Fig. 5 can be analyzed that the jitter on the VLAN 
network is better than the LAN and it shows that the 
delay on the VLAN network is more stable than the 
LAN. The increasingly dense traffic load conditions on 
the LAN network cause a higher delay so that the jitter 
value becomes high.  

 

 
Fig. 6. Comparison of packet loss on LAN and VLAN 
networks with variations in the size of uploaded 
packets 

Fig. 6 shows that packet loss in VLAN networks 
tends to be lower or better than LAN networks. This is 
because the options that have the potential to cause 
packet loss on the LAN network such as the topology 
hierarchy can be simplified in the VLAN network.  

5 Conclusion 

Some conclusions from this research are that the VLAN 
network is more stable than LAN, namely the value of 
throughput, delay, jitter and packet loss. VLAN network 
is more reliable than LAN in high traffic load 
conditions, namely with higher throughput value, lower 
delay value, lower jitter and lower packet loss. So it can 

be said that VLANs can improve the performance of 
ordinary computer networks with LANs.  

Suggestions for further research is to conduct 
research with large networks or real networks, measured 
under conditions of low, medium and high traffic loads, 
to determine the behavior of a more comprehensive 
VLAN network system. It is also recommended to do 
research to find out under which conditions the LAN 
network becomes more optimal and under which 
conditions the VLAN network becomes more optimal.  
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